**ABSTRACT**

**Nowadays we need to remember many passwords. One needs a password for the Windows network logon, e-mail account, online passwords, community group pages, study forums etc. The list is endless. Also, we should use different passwords for each account due to security issues.Most of the online accounts require passwords which should include letters, digits and special characters in order to increase its complexity. In order to remember their passwords belonging to multiple accounts, people tend to write down passwords on paper which makes it completely defenceless.Is there a method to remember all these passwords, or even better, store them all in a computerised private locker, in a manner such that no person other than the owner has access to the passwords? Our project provides the user an easy to use application wherein he can lock up all his passwords and retrieve them when needed.**

**Password Wallet is a password manager, which helps us to manage our passwords in a secure way. We can put all our passwords in one database, which is locked with one master key or a key file. So we only have to remember one single master password or select the key file to unlock the whole database. The database is encrypted using one of the best and most secure encryption algorithms currently known (AES 256).**

**The passwords are encrypted using SHA-256 and AES encryption techniques which keep the passwords secure and safe against intruders. Cracking a 256 bit AES key with a state-of-the-art supercomputer would take longer than the presumed age of the universe. Also, the hashing and encryption will give a 2-folded protection to the passwords and even a direct access to the database is useless as all that the intruder gets hold of is encrypted segments of code.The bottom line is that if AES could be compromised, the world would come to a standstill. The difference between cracking the AES-128 algorithm and AES-256 algorithm is considered minimal. Whatever breakthrough might crack 128-bit will probably also crack 256-bit.In the end, AES has never been cracked yet and is safe against any brute force attacks contrary to belief and arguments. However, the key size used for encryption should always be large enough that it could not be cracked by modern computers despite considering advancements in processor speeds based on Moore's law.**
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